
TYPES
OF PHISHING

A fraudulent email that looks legitimate and asks you
to provide sensitive personal information. It may

appear to come from a trusted company or individual,
but it actually directs you to enter your password on

an illegitimate website.

PHISING BY EMAIL

Occurs when scam artists use deceptive
text messages to lure consumers into

providing their personal or financial
information.

PHISHING THROUGH
TEXT MESSAGE

Designed to look like fun sharing activities.
Question such as: what was the model of your
first car, or name of first pet. These are often

used as password recovery questions on
banking website, and the info you provide can be

used to hack those accounts.

PHISHING THROUGH
FACEBOOK

PHISHING THROUGH
KEYLOGGERS

1.

2.

3.

4.

You accidentally download malware from
a phishing email or malicious website. A
keylogger installs itself, hidden on your
device. The keylogger begins to capture

your keystrokes, saving them in a small file
and emailed to a hacker.

https://www.bing.com/ck/a?!&&p=0a38fbf130d5bee9JmltdHM9MTY5NjI5MTIwMCZpZ3VpZD0zZDRkZTAwMy1mYmM1LTY4Y2UtMDk2Zi1mMzFlZmZjNTY2MzUmaW5zaWQ9NTkwMQ&ptn=3&hsh=3&fclid=3d4de003-fbc5-68ce-096f-f31effc56635&psq=phising+by+email&u=a1aHR0cHM6Ly93d3cubWNhZmVlLmNvbS9ibG9ncy9pbnRlcm5ldC1zZWN1cml0eS9waGlzaGluZy1lbWFpbC1leGFtcGxlcy1ob3ctdG8tcmVjb2duaXplLWEtcGhpc2hpbmctZW1haWwv&ntb=1
https://www.bing.com/ck/a?!&&p=2d965b13a10385b0JmltdHM9MTY5NjI5MTIwMCZpZ3VpZD0zZDRkZTAwMy1mYmM1LTY4Y2UtMDk2Zi1mMzFlZmZjNTY2MzUmaW5zaWQ9NTkwNQ&ptn=3&hsh=3&fclid=3d4de003-fbc5-68ce-096f-f31effc56635&psq=phising+by+email&u=a1aHR0cHM6Ly90aGVjeXBoZXJlLmNvbS9ibG9nL2V4YW1wbGVzLW9mLXBoaXNoaW5nLWVtYWlscy8&ntb=1

